
KMS as a Service

Protect your data with secure keys that are stored in Sweden

Complior KMS is a service for managing your organization's encryption 
keys, the service is based on the product CipherTrust Manager from 
Thales Group.

With KMS as a service, you can securely manage encryption keys and ensure that your data 
is protected against unauthorized access. We offer a simple and intuitive web interface, 
where you can create, manage and delete encryption keys.

Our service can be integrated with other external key services in public clouds. 
This enables you to protect your data in public clouds with private keys that are stored in secure 
data centers in Sweden.

The cloud provider does not have access to information and cannot use the data, as it is 
protected with a private key.



Today, many major SaaS services offer support for Bring Your Own Key (BYOK) and Hold Your Own Key (HYOK). 
This means that you can protect your organization's data within a SaaS service with your own private keys that 
are stored and controlled by you here in Sweden.

Today, KMS as a service has the ability to protect, for example:

Complior offers Thales CipherTrust Manager as a service, which is a market-leading product in the  
management of encryption keys and is well-proven in large organizations and authorities worldwide.

With KMS as a service, you can securely manage encryption keys and ensure that your data is protected 
against unauthorized access. We offer a simple and intuitive web interface, where you can create, manage  
and delete encryption keys.

• Enables organizations to use the platform to manage keys for a variety of applications and uses,    
including encryption, authentication and digital signing.

• In the defense and security, aerospace and aviation, digital identity and security and transportation  
markets, Thales provides solutions, services and products to help its customers - enterprises,   
organizations and governments - carry out their critical missions.

• User-friendly interface: KMS includes a user-friendly interface that makes it easy for organizations to 
manage their keys, even if they do not have special knowledge of cryptography.

• Simple features: Complior KMS includes a variety of tools and features, such as key generation, key backup 
and recovery, and key revocation, to help users manage their keys efficiently.

• Improved security and compliance: By using KMS as a service, organizations can securely protect their 
sensitive data and meet regulatory compliance requirements, helping to protect their information assets 
and maintain the trust of their customers.

The service is delivered from our secure data center in Stockholm, Sweden through a local team of experts. 
Data never leaves Sweden.

Regulatory compliance

In summary, a KMS is a simple way to protect data in SaaS services and public clouds by offering a centralized 
solution for managing encryption keys and ensuring authorized access to data. It is a powerful security solution 
that reduces the risk of data breaches and protects organizations' sensitive data.

Thales is a global technology leader with over 77,000 employees on five continents. The group invests in Big Data, artificial intelligence, 
connectivity, cyber security and quantum technology - to build a future we can all trust.

In the defense and security, aerospace and aviation, digital identity and security and transportation markets, Thales provides solutions, 
services and products to help its customers - enterprises, organizations and governments - carry out their critical missions.


